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EXHIBIT A 
 

ALAMEDA HEALTH SYSTEM  
HIGHLAND GENERAL HOSPITAL 

DIRECT MEDICAL CONTROL (BASE) 
 

L1   = Level 1 deficiency 
L2   = Level 2 deficiency 
X     = No penalty 
 
SCOPE OF SERVICE: 
 

L1     Alameda Health System-Highland General Hospital (AHS/HGH) shall provide a direct medical 
control system for its emergency medical services field personnel.  AHS/HGH shall employ a 
physician to serve in the position of Base Liaison physician. 

 
L1     AHS/HGH’s medical control system shall utilize voice or voice/visual communications and be 

available to communicate with field personnel through a consistent channel, frequency, or 
telephone number twenty-four (24) hours a day, three hundred sixty-five (365) days a year.  
Any radio technology used shall be compatible with County systems.  All conversations 
between field and medical control system shall be taped and easily retrievable for review 
purposes by Alameda County Emergency Medical Services (ALCO EMS). 

 
L1      AHS/HGH shall staff the direct medical control system with physicians mostly unencumbered 

by patient care responsibility, authorized to process calls and provide consultation without a 
secondary consult.  Physicians shall maintain current California licensure and undergo a 
training program prescribed by AHS/HGH and approved by Alameda County EMS to include, 
but not be limited to: 

 

 Medical and administrative protocols and procedures 

 System configuration 

 Field personnel scope of practice 

 Geography and demographic considerations 
 
L1       AHS/HGH shall provide physician response within sixty (60) seconds of receipt of call.  

Physician orders and consultation shall be provided directly by the physician and not relayed 
to field personnel through any other personnel. 

  
L1       Within six months of contract renewal, AHS/HGH shall submit a detailed Quality 

Improvement (QI) plan to Alameda County EMS outlining the mechanisms for assuring 
services and compliance. 
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L1     AHS/HGH shall maintain communication and recording equipment to provide medical control 
to field personnel.  

 
X        AHS/HGH shall include a description of the medical control system and provide facilities and 

other resources available. 
 
L1       Within the term of this contract cycle, AHS/HGH shall provide a data collection system with 

the capacity to expand and that is compatible with the ALCO EMS’s data management 
system.  The data collection system shall include, but is not limited to the following: 

 

 Monitoring and evaluating 

 Medical control and field personnel compliance with medical protocols 

 Appropriateness of care and medical control decisions 
 

As well, within the term of this contract cycle: 
 

1. CONTRACTOR shall establish a Bidirectional Healthcare Data Exchange (BHDE) with COUNTY 
EMS during the Term of this Agreement. 

 
2. AHS/HGH and ALCO EMS will collaborate and agree in the design, and implementation            

the BHDE on an agreed upon timeframe.   
 

3. The development of the BHDE shall address AHS/HGH information security standards.   
 

4. The cost to establish the BHDE network between ALCO EMS and AHS/HGH shall be fairly shared 
by apportionment as agreed upon by both parties. 

 
5. When the Parties finalize the details of the BHDE,  this Agreement will be amended to add 

agreed terms as an appendix to this Agreement. 
 

6. The BHDE network established between ALCO EMS and AHS/HGH must be interoperable with 
other data systems, including the functionality to exchange electronic patient health 
information in real-time with other entities in an HL7 format. 

 
7. The BHDE network is expected to address the following components (with details to be agreed 

by the parties):   
 

7.1 Search a patient's health record for problems, medications, allergies, and end of life 
decisions to enhance clinical decision making; 

 
7.2 Alert the receiving hospital regarding the patient's status directly onto a dashboard in the 

emergency department to provide decision support; 
 
7.3 File the EMS Patient Care Report data directly into the patient's electronic health record 

for timely and longitudinal patient care documentation; 
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7.4 Reconcile the electronic health record information including diagnoses and disposition 

back into the EMS patient care report for use in ensuring timely provider feedback and 
enhanced quality improvement strategies for the ALCO EMS system. 

 
8. Any access to, or exchange of, individually identifiable health information or protected health 

information shall comply with the requirements of the Health Insurance Portability and 
Accountability Act (HIPAA) and the Health Information Technology for Economic and Clinical 
Health Act (HiTECH). 

 
 
L1       Call data shall be electronically collected and stored by AHS/HGH for a minimum of five (5) 

years and the protocols shall be computerized.   
 
L2       AHS/HGH shall provide EMS with an annual listing of Medical Staff, and their qualifications, 

local accreditation and licensure.  This information shall be updated annually or as new 
employees are hired or resign.  

 
L2       AHS/HGH shall provide quarterly reports that include the following: 

 

 Total calls handled 

 Types of calls handled (e.g. trauma, medical, refusals etc.) 

 Quality improvement trends identified and steps taken to correct 
 
The reports will be due 15 days following the end of each quarter. 
 
L2       AHS/HGH shall list and provide educational opportunities for pre-hospital personnel.  This 

program shall include but not be limited to the following: 
 

 Clinical “rotations” through emergency department and critical care areas 

 Experience in operating suites with airway techniques, didactic sessions, and tape 
audits. 

 
L2       AHS/HGH shall adhere to the Alameda EMS Administrative policies and procedures 
pertaining to the Base Hospital’s role in the EMS system. 
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EXHIBIT B 
 

DIRECT MEDICAL CONTROL AGREEMENT 
ALAMEDA HEALTH SYSTEM-HIGHLAND GENERAL HOSPITAL (AHS/HGH) 

 
 

PAYMENT TERMS 
 
COUNTY will pay AHS/HGH the amount of $_600,000__in FYs 2021 - 2024 for Direct Medical Control 
services provided as outlined in Exhibit A.  Payment for direct medical control shall be payable 
quarterly on receipt and approval of invoices by Alameda County Emergency Medical Services (EMS) 
Director.  All invoices shall be submitted 90 days after service rendered quarterly.  Invoices 
submitted after 90 days of services rendered quarterly shall be considered untimely and shall be 
ineligible for payment. 
 
Payment of direct medical control services shall be subject to AHS/HGH’s full compliance with the 
Direct Medical Control Service requirements specified in Exhibit A.   
 

 Full Compliance shall be defined as no deficiencies in the Level 1 Category as identified in 
Exhibit A and based on receipt of quarterly Direct Medical Control report from AHS/HGH.  
Anything less than Full Compliance in the Level 1 Category shall be deemed Non-Compliance 

 

 Non Compliance shall be defined as one or more deficiencies in the Level 1 or Level 2 
Categories as identified in Exhibit A and based on receipt of quarterly Direct Medical Control 
report from AHS/HGH 

 
AHS/HGH shall notify COUNTY within 24 hours if within any 24 hour period ANY and ALL the 
requirements in Exhibit A are not met. 
 
On notification of non-compliance by AHS/HGH, COUNTY shall request submission of a compliance 
plan of action within 24 hours.  COUNTY shall impose penalties for non-compliance; any such 
penalties for non-compliance shall be deducted from quarterly invoice. 
 
The following penalties shall be imposed for non-compliance: 
 
Level I Penalty  
For any deficiency identified a Level I penalty shall be imposed and COUNTY shall withhold payment 
of $ 200.00 for each day on which one or more Level I deficiencies occur. 
 
Level II Penalty 
For any deficiency identified as a Level II penalty shall be imposed and COUNTY shall withhold 
payment or deduct $100.00 for each day on which one or more Level II deficiencies occur.  
 

COUNTY may, at any time, request access to audit all records, equipment and documentation 
of direct medical control services without notice. 
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EXHIBIT C 
COUNTY OF ALAMEDA MINIMUM INSURANCE REQUIREMENTS 

 
Without limiting any other obligation or liability under this Agreement, the Contractor, at its sole cost and expense, shall secure and keep in force during 

the entire term of the Agreement or longer, as may be specified below, the following insurance coverage, limits and endorsements: 

TYPE OF INSURANCE COVERAGES MINIMUM LIMITS 

A Commercial General Liability 
Premises Liability; Products and Completed Operations; Contractual 
Liability; Personal Injury and Advertising Liability; Abuse, Molestation, 
Sexual Actions, and Assault and Battery 

$1,000,000 per occurrence (CSL) 
Bodily Injury and Property Damage 

C Workers’ Compensation (WC) and Employers Liability (EL) 
Required for all contractors with employees 

WC:  Statutory Limits 
EL:  $100,000 per accident for bodily injury or disease 

D Professional, Medical and Hospital Liability 

 

$3,000,000 per occurrence 

$10,000,000 aggregate 

Bodily Injury and Property Damage 

E 

 

Endorsements and Conditions: 
1. ADDITIONAL INSURED:  All insurance required above shall be endorsed to name as additional insured: County of Alameda, its Board of 

Supervisors, the individual members thereof, and all County officers, agents, employees and representatives, with the exception of Professional 

Liability, Workers’ Compensation and Employers Liability. 

2. DURATION OF COVERAGE: All required insurance shall be maintained during the entire term of the Agreement with the following exception: 

Insurance policies and coverage(s) written on a claims-made basis shall be maintained during the entire term of the Agreement and until 3 

years following termination and acceptance of all work provided under the Agreement, with the retroactive date of said insurance (as may be 

applicable) concurrent with the commencement of activities pursuant to this Agreement. 

3. REDUCTION OR LIMIT OF OBLIGATION:   All insurance policies shall be primary insurance to any insurance available to the Indemnified Parties 

and Additional Insured(s).  Pursuant to the provisions of this Agreement, insurance effected or procured by the Contractor shall not reduce or 

limit Contractor’s contractual obligation to indemnify and defend the Indemnified Parties. 

4. INSURER FINANCIAL RATING:  Insurance shall be maintained through an insurer with a A.M. Best Rating of no less than A:VII or equivalent, shall 

be admitted to the State of California unless otherwise waived by Risk Management, and with deductible amounts acceptable to the County.  

Acceptance of Contractor’s insurance by County shall not relieve or decrease the liability of Contractor hereunder. Any deductible or self-

insured retention amount or other similar obligation under the policies shall be the sole responsibility of the Contractor. 

5. SUBCONTRACTORS:  Contractor shall include all subcontractors as an insured (covered party) under its policies or shall furnish separate 

certificates and endorsements for each subcontractor. All coverages for subcontractors shall be subject to all of the requirements stated herein. 

6. JOINT VENTURES: If Contractor is an association, partnership or  other joint business venture, required insurance shall be provided by any one 

of the following methods: 

– Separate insurance policies issued for each individual entity, with each entity included as a “Named Insured (covered party), or at minimum 

named as an “Additional Insured” on the other’s policies. 

– Joint insurance program with the association, partnership or other joint business venture included as a “Named Insured. 

7. CANCELLATION OF INSURANCE:  All required insurance shall be endorsed to provide thirty (30) days advance written notice to the County of 

cancellation. 

8. CERTIFICATE OF INSURANCE: Before commencement of any operations under this Agreement, Contractor shall provide Certificate(s) of 

Insurance and applicable insurance endorsements, in form and satisfactory to County, evidencing that all required insurance coverage is in 

effect.  The County reserves the rights to require the Contractor to provide complete, certified copies of all required insurance policies.  The 

require certificate(s) and endorsements must be sent to: 

-  HCSA 

-  With a copy to Risk Management Unit (125 – 12th Street, 3rd Floor, Oakland, CA 94607) 
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EXHIBIT D 

 

COUNTY OF ALAMEDA  
DEBARMENT AND SUSPENSION CERTIFICATION 

(Applicable to all agreements funded in part or whole with federal funds and contracts over $25,000). 

 

The contractor, under penalty of perjury, certifies that, except as noted below, contractor, 

its principals, and any named and unnamed subcontractor: 

 

 Is not currently under suspension, debarment, voluntary exclusion, or 

determination of ineligibility by any federal agency; 

 Has not been suspended, debarred, voluntarily excluded or determined ineligible by 

any federal agency within the past three years; 

 Does not have a proposed debarment pending; and 

 Has not been indicted, convicted, or had a civil judgment rendered against it by a 

court of competent jurisdiction in any matter involving fraud or official misconduct 

within the past three years. 

 

If there are any exceptions to this certification, insert the exceptions in the following space. 

 

Exceptions will not necessarily result in denial of award, but will be considered in 

determining contractor responsibility.  For any exception noted above, indicate below to 

whom it applies, initiating agency, and dates of action. 

 

 

Notes:   Providing false information may result in criminal prosecution or administrative 

sanctions.  The above certification is part of the Standard Services Agreement.  

Signing this Standard Services Agreement on the signature portion thereof shall 

also constitute signature of this Certification. 

 

 

CONTRACTOR:  Alameda Health System    

 

PRINCIPAL:  Mark Fratzke    TITLE: Chief Operating Officer  

 

SIGNATURE: __________________________ DATE: _____________________ 

 

5/24/2021
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EXHIBIT E 
HIPAA BUSINESS ASSOCIATE AGREEMENT 

 

This Exhibit, the HIPAA Business Associate Agreement (“Exhibit”) supplements and is made a part of the 

underlying agreement (“Agreement”) by and between the County of Alameda, (“County” or “Covered Entity”) 

and Alameda Health System, (“Contractor” or “Business Associate”) to which this Exhibit is attached. This 

Exhibit is effective as of the effective date of the Agreement.   

I. RECITALS 

Covered Entity wishes to disclose certain information to Business Associate pursuant to the terms of the 

Agreement, some of which may constitute Protected Health Information (“PHI”); 

Covered Entity and Business Associate intend to protect the privacy and provide for the security of PHI disclosed 

to Business Associate pursuant to the Agreement in compliance with the Health Insurance Portability and 

Accountability Act of 1996, Public Law 104-191 (“HIPAA”), the Health Information Technology for Economic 

and Clinical Health Act, Public Law 111-005 (the “HITECH Act”), the regulations promulgated thereunder by the 

U.S. Department of Health and Human Services (the “HIPAA Regulations”), and other applicable laws; and 

The Privacy Rule and the Security Rule in the HIPAA Regulations require Covered Entity to enter into a contract, 

containing specific requirements, with Business Associate prior to the disclosure of PHI, as set forth in, but not 

limited to, Title 45, sections 164.314(a), 164.502(e), and 164.504(e) of the Code of Federal Regulations 

(“C.F.R.”) and as contained in this Agreement. 

II. STANDARD DEFINITIONS 

 

Capitalized terms used, but not otherwise defined, in this Exhibit shall have the same meaning as those terms are 

defined in the HIPAA Regulations.  In the event of an inconsistency between the provisions of this Exhibit and 

the mandatory provisions of the HIPAA Regulations, as amended, the HIPAA Regulations shall control.  Where 

provisions of this Exhibit are different than those mandated in the HIPAA Regulations, but are nonetheless 

permitted by the HIPAA Regulations, the provisions of this Exhibit shall control.  All regulatory references in this 

Exhibit are to HIPAA Regulations unless otherwise specified. 

 

The following terms used in this Exhibit shall have the same meaning as those terms in the HIPAA Regulations: 

Data Aggregation, Designated Record Set, Disclosure, Electronic Health Record, Health Care Operations, Health 

Plan, Individual, Limited Data Set, Marketing, Minimum Necessary, Minimum Necessary Rule, Protected Health 

Information, and Security Incident.  

 

The following term used in this Exhibit shall have the same meaning as that term in the HITECH Act: Unsecured 

PHI. 

 

III. SPECIFIC DEFINITIONS 

 

Agreement. “Agreement” shall mean the underlying agreement between County and Contractor, to which this 

Exhibit, the HIPAA Business Associate Agreement, is attached. 

 

Business Associate. “Business Associate” shall generally have the same meaning as the term “business associate” 

at 45 C.F.R. section 160.103, the HIPAA Regulations, and the HITECH Act, and in reference to a party to this 

Exhibit shall mean the Contractor identified above.  “Business Associate” shall also mean any subcontractor that 

creates, receives, maintains, or transmits PHI in performing a function, activity, or service delegated by 

Contractor. 

 

Contractual Breach.  “Contractual Breach” shall mean a violation of the contractual obligations set forth in this 
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Exhibit. 

 

Covered Entity. “Covered Entity” shall generally have the same meaning as the term “covered entity” at 45 

C.F.R. section 160.103, and in reference to the party to this Exhibit, shall mean any part of County subject to the 

HIPAA Regulations.  

Electronic Protected Health Information.  “Electronic Protected Health Information” or “Electronic PHI” means 

Protected Health Information that is maintained in or transmitted by electronic media. 

 

Exhibit. “Exhibit” shall mean this HIPAA Business Associate Agreement. 

 

HIPAA. “HIPAA” shall mean the Health Insurance Portability and Accountability Act of 1996, Public Law 104-

191. 

 

HIPAA Breach.  “HIPAA Breach” shall mean a breach of Protected Health Information as defined in 45 C.F.R. 

164.402, and includes the unauthorized acquisition, access, use, or Disclosure of Protected Health Information 

which compromises the security or privacy of such information.  

 

HIPAA Regulations. “HIPAA Regulations” shall mean the regulations promulgated under HIPAA by the U.S. 

Department of Health and Human Services, including those set forth at 45 C.F.R. Parts 160 and 164, Subparts A, 

C, and E. 

 

HITECH Act. “HITECH Act” shall mean the Health Information Technology for Economic and Clinical Health 

Act, Public Law 111-005 (the “HITECH Act”). 

 

Privacy Rule and Privacy Regulations. “Privacy Rule” and “Privacy Regulations” shall mean the standards for 

privacy of individually identifiable health information set forth in the HIPAA Regulations at 45 C.F.R. Part 160 

and Part 164, Subparts A and E. 

 

Secretary. “Secretary” shall mean the Secretary of the United States Department of Health and Human Services 

(“DHHS”) or his or her designee. 

 

Security Rule and Security Regulations.  “Security Rule” and “Security Regulations” shall mean the standards for 

security of Electronic PHI set forth in the HIPAA Regulations at 45 C.F.R. Parts 160 and 164, Subparts A and C. 

 

IV. PERMITTED USES AND DISCLOSURES OF PHI BY BUSINESS ASSOCIATE 

 

Business Associate may only use or disclose PHI: 

 

A. As necessary to perform functions, activities, or services for, or on behalf of, Covered Entity as specified in 

the Agreement, provided that such use or Disclosure would not violate the Privacy Rule if done by Covered 

Entity; 

 

B. As required by law; and 

 

C. For the proper management and administration of Business Associate or to carry out the legal responsibilities 

of Business Associate, provided the disclosures are required by law, or Business Associate obtains reasonable 

assurances from the person to whom the information is disclosed that the information will remain confidential 

and used or further disclosed only as required by law or for the purposes for which it was disclosed to the 

person, and the person notifies Business Associate of any instances of which it is aware in which the 

confidentiality of the information has been breached. 

 

http://www.hipaasurvivalguide.com/hipaa-regulations/164-103.php#use
http://www.hipaasurvivalguide.com/hipaa-regulations/160-103.php#disclosure
http://www.hipaasurvivalguide.com/hipaa-regulations/160-103.php#protected-health-information
http://www.hipaasurvivalguide.com/hipaa-regulations/164-304.php#security
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V. PROTECTION OF PHI BY BUSINESS ASSOCIATE 

 

A. Scope of Exhibit.  Business Associate acknowledges and agrees that all PHI that is created or received by 

Covered Entity and disclosed or made available in any form, including paper record, oral communication, 

audio recording and electronic display, by Covered Entity or its operating units to Business Associate, or 

is created or received by Business Associate on Covered Entity’s behalf, shall be subject to this Exhibit. 

 

B. PHI Disclosure Limits.  Business Associate agrees to not use or further disclose PHI other than as 

permitted or required by the HIPAA Regulations, this Exhibit, or as required by law.  Business Associate 

may not use or disclose PHI in a manner that would violate the HIPAA Regulations if done by Covered 

Entity. 

 

C. Minimum Necessary Rule.  When the HIPAA Privacy Rule requires application of the Minimum 

Necessary Rule, Business Associate agrees to use, disclose, or request only the Limited Data Set, or if 

that is inadequate, the minimum PHI necessary to accomplish the intended purpose of that use, 

Disclosure, or request.  Business Associate agrees to make uses, Disclosures, and requests for PHI 

consistent with any of Covered Entity’s existing Minimum Necessary policies and procedures. 

 

D. HIPAA Security Rule.  Business Associate agrees to use appropriate administrative, physical and technical 

safeguards, and comply with the Security Rule and HIPAA Security Regulations with respect to Electronic 

PHI, to prevent the use or Disclosure of the PHI other than as provided for by this Exhibit. 

 

E. Mitigation.  Business Associate agrees to mitigate, to the extent practicable, any harmful effect that is known 

to Business Associate of a use or Disclosure of PHI by Business Associate in violation of the requirements of 

this Exhibit.  Mitigation includes, but is not limited to, the taking of reasonable steps to ensure that the actions 

or omissions of employees or agents of Business Associate do not cause Business Associate to commit a 

Contractual Breach. 

 
F. Notification of Breach.  During the term of the Agreement, Business Associate shall notify Covered 

Entity in writing within twenty-four (24) hours of any suspected or actual breach of security, intrusion, 
HIPAA Breach, and/or any actual or suspected use or Disclosure of data in violation of any applicable 
federal or state laws or regulations.  This duty includes the reporting of any Security Incident, of which it 
becomes aware, affecting the Electronic PHI.  Business Associate shall take (i) prompt corrective action to 
cure any such deficiencies and (ii) any action pertaining to such unauthorized use or Disclosure required 
by applicable federal and/or state laws and regulations.  Business Associate shall investigate such breach 
of security, intrusion, and/or HIPAA Breach, and provide a written report of the investigation to Covered 
Entity’s HIPAA Privacy Officer or other designee that is in compliance with 45 C.F.R. section 164.410 
and that includes the identification of each individual whose PHI has been breached.  The report shall be 
delivered within fifteen (15) working days of the discovery of the breach or unauthorized use or 
Disclosure.  Business Associate shall be responsible for any obligations under the HIPAA Regulations to 
notify individuals of such breach, unless Covered Entity agrees otherwise. 

 
G. Agents and Subcontractors.  Business Associate agrees to ensure that any agent, including a subcontractor, to 

whom it provides PHI received from, or created or received by Business Associate on behalf of Covered 

Entity, agrees to the same restrictions, conditions, and requirements that apply through this Exhibit to 

Business Associate with respect to such information.  Business Associate shall obtain written contracts 

agreeing to such terms from all agents and subcontractors.  Any subcontractor who contracts for another 

company’s services with regards to the PHI shall likewise obtain written contracts agreeing to such terms.  

Neither Business Associate nor any of its subcontractors may subcontract with respect to this Exhibit without 

the advanced written consent of Covered Entity.  

 

H. Review of Records.  Business Associate agrees to make internal practices, books, and records relating to the 

use and Disclosure of PHI received from, or created or received by Business Associate on behalf of Covered 
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Entity available to Covered Entity, or at the request of Covered Entity to the Secretary, in a time and manner 

designated by Covered Entity or the Secretary, for purposes of the Secretary determining Covered Entity’s 

compliance with the HIPAA Regulations.  Business Associate agrees to make copies of its HIPAA training 

records and HIPAA business associate agreements with agents and subcontractors available to Covered 

Entity at the request of Covered Entity. 

 

I. Performing Covered Entity’s HIPAA Obligations.  To the extent Business Associate is required to carry out 

one or more of Covered Entity’s obligations under the HIPAA Regulations, Business Associate must comply 

with the requirements of the HIPAA Regulations that apply to Covered Entity in the performance of such 

obligations. 

  

J. Restricted Use of PHI for Marketing Purposes.  Business Associate shall not use or disclose PHI for 

fundraising or Marketing purposes unless Business Associate obtains an Individual’s authorization.  

Business Associate agrees to comply with all rules governing Marketing communications as set forth in 

HIPAA Regulations and the HITECH Act, including, but not limited to, 45 C.F.R. section 164.508 and 42 

U.S.C. section 17936.  

 

K. Restricted Sale of PHI.  Business Associate shall not directly or indirectly receive remuneration in 

exchange for PHI, except with the prior written consent of Covered Entity and as permitted by the 

HITECH Act, 42 U.S.C. section 17935(d)(2); however, this prohibition shall not affect payment by 

Covered Entity to Business Associate for services provided pursuant to the Agreement.   

 

L. De-Identification of PHI.  Unless otherwise agreed to in writing by both parties, Business Associate and 

its agents shall not have the right to de-identify the PHI.  Any such de-identification shall be in 

compliance with 45 C.F.R. sections 164.502(d) and 164.514(a) and (b). 

 

M. Material Contractual Breach.  Business Associate understands and agrees that, in accordance with the 

HITECH Act and the HIPAA Regulations, it will be held to the same standards as Covered Entity to 

rectify a pattern of activity or practice that constitutes a material Contractual Breach or violation of the 

HIPAA Regulations.  Business Associate further understands and agrees that: (i) it will also be subject to 

the same penalties as a Covered Entity for any violation of the HIPAA Regulations, and (ii) it will be 

subject to periodic audits by the Secretary. 

 

VI. INDIVIDUAL CONTROL OVER PHI 
 

A. Individual Access to PHI.  Business Associate agrees to make available PHI in a Designated Record Set to 

an Individual or Individual’s designee, as necessary to satisfy Covered Entity’s obligations under 45 

C.F.R. section 164.524.  Business Associate shall do so solely by way of coordination with Covered Entity, 

and in the time and manner designated by Covered Entity. 

 

B. Accounting of Disclosures.  Business Associate agrees to maintain and make available the information 

required to provide an accounting of Disclosures to an Individual as necessary to satisfy Covered Entity’s 

obligations under 45 C.F.R. section 164.528.  Business Associate shall do so solely by way of coordination 

with Covered Entity, and in the time and manner designated by Covered Entity. 

 

C. Amendment to PHI.  Business Associate agrees to make any amendment(s) to PHI in a Designated Record 

Set as directed or agreed to by Covered Entity pursuant to 45 C.F.R. section 164.526, or take other measures 

as necessary to satisfy Covered Entity’s obligations under 45 C.F.R. section 164.526.  Business Associate 

shall do so solely by way of coordination with Covered Entity, and in the time and manner designated by 

Covered Entity. 
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VII. TERMINATION  

 

A. Termination for Cause.  A Contractual Breach by Business Associate of any provision of this Exhibit, as 

determined by Covered Entity in its sole discretion, shall constitute a material Contractual Breach of the 

Agreement and shall provide grounds for immediate termination of the Agreement, any provision in the 

Agreement to the contrary notwithstanding.  Contracts between Business Associates and subcontractors are 

subject to the same requirement for Termination for Cause.    

 

B. Termination due to Criminal Proceedings or Statutory Violations.  Covered Entity may terminate the 

Agreement, effective immediately, if (i) Business Associate is named as a defendant in a criminal 

proceeding for a violation of HIPAA, the HITECH Act, the HIPAA Regulations or other security or 

privacy laws or (ii) a finding or stipulation that Business Associate has violated any standard or 

requirement of HIPAA, the HITECH Act, the HIPAA Regulations or other security or privacy laws is 

made in any administrative or civil proceeding in which Business Associate has been joined. 

 

C. Return or Destruction of PHI.  In the event of termination for any reason, or upon the expiration of the 

Agreement, Business Associate shall return or, if agreed upon by Covered Entity, destroy all PHI received 

from Covered Entity, or created or received by Business Associate on behalf of Covered Entity.  Business 

Associate shall retain no copies of the PHI.  This provision shall apply to PHI that is in the possession of 

subcontractors or agents of Business Associate.   

 

If Business Associate determines that returning or destroying the PHI is infeasible under this section, 

Business Associate shall notify Covered Entity of the conditions making return or destruction infeasible.  

Upon mutual agreement of the parties that return or destruction of PHI is infeasible, Business Associate shall 

extend the protections of this Exhibit to such PHI and limit further uses and Disclosures to those purposes 

that make the return or destruction of the information infeasible. 

 

VIII. MISCELLANEOUS 

 

A. Disclaimer.  Covered Entity makes no warranty or representation that compliance by Business Associate 

with this Exhibit, HIPAA, the HIPAA Regulations, or the HITECH Act will be adequate or satisfactory 

for Business Associate’s own purposes or that any information in Business Associate’s possession or 

control, or transmitted or received by Business Associate is or will be secure from unauthorized use or 

Disclosure.  Business Associate is solely responsible for all decisions made by Business Associate 

regarding the safeguarding of PHI. 

 

B. Regulatory References.  A reference in this Exhibit to a section in HIPAA, the HIPAA Regulations, or the 

HITECH Act means the section as in effect or as amended, and for which compliance is required. 

 

C. Amendments.  The parties agree to take such action as is necessary to amend this Exhibit from time to 

time as is necessary for Covered Entity to comply with the requirements of HIPAA, the HIPAA 

Regulations, and the HITECH Act. 

 

D. Survival.  The respective rights and obligations of Business Associate with respect to PHI in the event of 

termination, cancellation or expiration of this Exhibit shall survive said termination, cancellation or 

expiration, and shall continue to bind Business Associate, its agents, employees, contractors and 

successors.  
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E. No Third Party Beneficiaries.  Except as expressly provided herein or expressly stated in the HIPAA 

Regulations, the parties to this Exhibit do not intend to create any rights in any third parties. 

 

F. Governing Law.  The provisions of this Exhibit are intended to establish the minimum requirements 

regarding Business Associate’s use and Disclosure of PHI under HIPAA, the HIPAA Regulations and the 

HITECH Act. The use and Disclosure of individually identified health information is also covered by 

applicable California law, including but not limited to the Confidentiality of Medical Information Act 

(California Civil Code section 56 et seq.).  To the extent that California law is more stringent with respect 

to the protection of such information, applicable California law shall govern Business Associate’s use and 

Disclosure of confidential information related to the performance of this Exhibit. 

 

G. Interpretation.  Any ambiguity in this Exhibit shall be resolved in favor of a meaning that permits 

Covered Entity to comply with HIPAA, the HIPAA Regulations, the HITECH Act, and in favor of the 

protection of PHI.  

This EXHIBIT, the HIPAA Business Associate Agreement is hereby executed and agreed to by 

CONTRACTOR: 

By (Signature): ____________________________________  

Print Name:      Mark Fratzke    

Title:     Chief Operating Officer   
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Exhibit F 
 

Audit Requirements 
 

The County contracts with various organizations to carry out programs mandated by the Federal and 
State governments or sponsored by the Board of Supervisors.  Under the Single Audit Act Amendments 

of 1996 (31 U.S.C.A. §§ 7501-7507) and Board policy, the County has the responsibility to determine 
whether organizations receiving funds through the County have spent them in accordance with 
applicable laws, regulations, contract terms, and grant agreements.  To this end, effective with the first 
fiscal year beginning on and after December 26, 2014, the following are required. 

 
I. AUDIT REQUIREMENTS 

 
A. Funds from Federal Sources: 

 

1. Non-Federal entities which are determined to be subrecipients by the supervising 

department according to 2 CFR § 200.330 and which expend annual Federal awards in the 

amount specified in 2 CFR § 200.501 are required to have a single audit performed in 

accordance with 2 CFR § 200.514. 
 

2. When a non-Federal entity expends annual Federal awards in the amount specified in 2 
CFR § 200.501(a) under only one Federal program (excluding R&D) and the Federal 

program's statutes, regulations, or terms and conditions of the Federal award do not 
require a financial statement audit of the auditee, the non-Federal entity may elect to 

have a program-specific audit conducted in accordance with 2 CFR § 200.507 (Program 

Specific Audits). 
 

3. Non-Federal entities which expend annual Federal awards less than the amount 
specified in 2 CFR § 200.501(d) are exempt from the single audit requirements for that 
year except that the County may require a limited-scope audit in accordance with 2 CFR § 
200.503(c) . 

 
B. Funds from All Sources: 

 

Non-Federal entities which expend annual funds from any source (Federal, State, County, 

etc.) through the County in an amount of: 
 

1. $100,000 or more must have a financial audit in accordance with the U.S. Comptroller 
General’s Generally Accepted Government Auditing Standards (GAGAS) covering all 
County programs. 

 
2. Less than $100,000 are exempt from these audit requirements except as otherwise noted 

in the contract. 
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Non-Federal entities that are required to have or choose to do a single audit in accordance 

with 2 CFR Subpart F, Audit Requirements are not required to have a financial audit in the 
same year.  However, Non-Federal entities that are required to have a financial audit 
may also be required to have a limited-scope audit in the same year. 
 

 

C. General Requirements for All Audits: 
 

1. All audits must be conducted in accordance with General ly  Accepted Government 
Auditing Standards issued by the Comptroller General of the United States (GAGAS). 

 
2. All audits must be conducted annually, except for biennial audits authorized by 2 

CFR § 200.504 and where specifically allowed otherwise by laws, regulations, or 
County policy. 

 
3. The audit report must contain a separate schedule that identifies all funds received 

from or passed through the County that is covered by the audit.  County programs 
must be identified by contract number, contract amount, contract period, and 
amount expended during the fiscal year by funding source.  An exhibit number must 
be included when applicable. 

 
4. If a funding source has more stringent and specific audit requirements, these 

requirements must prevail over those described above. 

 
II. AUDIT REPORTS 
 

A. For Single Audits 

 
1. Within the earlier of 30 calendar days after receipt of the auditor’s report or nine months 

after the end of the audit period, the auditee must electronically submit to the Federal 
Audit Clearinghouse (FAC) the data collection form described in 2 CFR § 200.512(b) and 
the reporting package described in 2 CFR § 200.512(c).  The auditee and auditors must 
ensure that the reporting package does not include protected personally identifiable 
information.  The FAC will make the reporting package and the data collection form 

available on a web site and all Federal agencies, pass-through entities and others 
interested in a reporting package and data collection form must obtain it by accessing the 

FAC.  As required by 2 CFR § 200.512(a)(2), unless restricted by Federal statutes or 
regulations, the auditee must make copies available for public inspection.  

 
 

2. A notice of the audit report issuance along with two copies of the management letter with 
its corresponding response should be sent to the County supervising department within 
ten calendar days after it is submitted to the FAC.  The County supervising department is 
responsible for forwarding a copy of the audit report, management letter, and 
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corresponding responses to the County Auditor within one week of receipt. 

 

B. For Audits other than Single Audits 
 

At least two copies of the audit report package, including all attachments and any 
management letter with its corresponding response, should be sent to the County supervising 

department within six months after the end of the audit year, or other time frame as specified 

by the department.  The County supervising department is responsible for forwarding a copy 
of the audit report package to the County Auditor within one week of receipt. 

 
III. AUDIT RESOLUTION 
 

Within 30 days of issuance of the audit report, the entity must submit to its County 
supervising department a corrective action plan consistent with 2 CFR § 200.511(c) to 
address each audit finding included in the current year auditor’s report.  Questioned costs and 
disallowed costs must be resolved according to procedures established by the County in the 
Contract Administration Manual.  The County supervising department will follow up on the 
implementation of the corrective action plan as it pertains to County programs. 

 
IV. ADDITIONAL AUDIT WORK 
 
The County, the State, or Federal agencies may conduct additional audits or reviews to carry out their 
regulatory responsibilities.  To the extent possible, these audits and reviews will rely on the audit 
work already performed under the audit requirements listed above. 


	EXHIBIT A
	ALAMEDA HEALTH SYSTEM
	HIGHLAND GENERAL HOSPITAL
	DIRECT MEDICAL CONTROL AGREEMENT

	PAYMENT TERMS
	II. STANDARD DEFINITIONS
	III. SPECIFIC DEFINITIONS
	IV. PERMITTED USES AND DISCLOSURES OF PHI BY BUSINESS ASSOCIATE
	V. PROTECTION OF PHI BY BUSINESS ASSOCIATE
	M. Material Contractual Breach.  Business Associate understands and agrees that, in accordance with the HITECH Act and the HIPAA Regulations, it will be held to the same standards as Covered Entity to rectify a pattern of activity or practice that con...
	VI. INDIVIDUAL CONTROL OVER PHI
	VII. TERMINATION
	VIII. MISCELLANEOUS


	This EXHIBIT, the HIPAA Business Associate Agreement is hereby executed and agreed to by CONTRACTOR:
	By (Signature): ____________________________________
	Print Name:      Mark Fratzke
	Title:     Chief Operating Officer
	Exhibit F
	I. AUDIT REQUIREMENTS
	II. AUDIT REPORTS
	III. AUDIT RESOLUTION
	IV. ADDITIONAL AUDIT WORK

		2021-05-24T17:26:19-0700
	Digitally verifiable PDF exported from www.docusign.com




